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Challenge: 
The company was concerned about potential loss 
of confidential and sensitive data such as drawings, 
plans, and details.

1) Must block all channels that could transmit  
     confidential files
2) Using only registered removable media 
     when moving data.

Result: 

Secured data movement across workstations, allow 

authorized users to move data with approved devices.

Privacy-i Critical success factors: 
1. Prevent and log unauthorized transfer of confidential data

    using USB flash drive or other removable devices. 

2. Prevent and log unauthorized printing of confidential data.

3. Prevent and log unauthorized sharing of confidential data 

    using social media apps such as Viber and WhatsApp.

4. Allow transfer of data only when it uses 

    registered/approved deviceand granted prior permission. 

    Logs meta-data of transferred confidential data.
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